
TopResult privacy policy 
 
Contact email: developer@topresult.live 
 
Your personal data is protected according to all international requirements and 
guidelines.  
 

Types of Data collected 

Among the types of Data that TopResult (hereinafter the «Application») collects, by itself or 
through third parties, there are: Cookies and Usage Data, Session data, Preference data.  

Any use of Cookies - or of other tracking tools - by this Application or by the owners of third 
party services used by this Application, unless stated otherwise, serves to identify Users and 
remember their preferences, for the sole purpose of providing the service required by the User. 
Failure to provide certain Personal Data may make it impossible for this Application to provide 
its services.  

This application does not collect, store or share data used by ARKit, Camera APIs, Photo APIs, or 
other software for depth of facial mapping information, TrueDepth API, HomeKit, Keyboard 
extensions, Apple Pay, Stickers and iMessage extensions.  

Users are responsible for any Personal Data of third parties obtained, published or shared 
through this Application and confirm that they have the third party's consent to provide the 
Data to the Owner.  

 

Mode and place of processing the Data Methods of processing 
 

The Data Controller processes the Data of Users in a proper manner and shall take appropriate 
security measures to prevent unauthorized access, disclosure, modification, or unauthorized 
destruction of the Data. The Data processing is carried out using computers and/or IT enabled 
tools, following organizational procedures and modesstrictly related to the purposes indicated. 
In addition to the Data Controller, in some cases, the Data may be accessible to certain types of 
persons in charge, involved with the operation of the site (administration, sales, marketing, 
legal, system administration) or external parties (such as third party technical service providers, 
mail carriers, hosting providers, IT companies, communications agencies) appointed, if 
necessary, as Data Processors by the Owner. 
 

Place 
 

The Data is processed at the Data Controller's operating offices and in any other places where 
the partiesinvolved with the processing are located. For further information, please contact the 
Data Controller. 

 



 
The use of the collected Data 

 
The Data concerning the User is collected to allow the Owner to provide its services, as well as 
for the Analytics. You will find below explanations regarding the reasons why we may collect 
data and the legal bases we rely on in each case: 
 
We may use your Session Data to:  
- administer, maintain and improve the Application and our services, including identifying you 
or your device. Additionally, Session Data is used to identify and respond to potential risks to 
the security of the Application. The legal basis for such processing is our legitimate interest. 
This Data is provided ONLY by the Platforms our App is published on such as AppStore. We do 
not store this Data in any way.  
 
We may use your Preference Data to: 
- infer your interests, including serving and suggesting content that you might like, and tailoring 
advertising to you based on such preferences. 

 

Detailed information on the processing of Data 
 

Data is collected for the Analytics purposes and using the following services: The services 
contained in this section enable the Owner to monitor and analyze web traffic and can be used 
to keep track of User behavior. 
 
Firebase:  
Firebase is an analytics service. Data collected: Cookies and Usage Data. Place of processing: US 
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